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Ms. Lakshmy- Head of Operations, Partnerships & HR  (M): +91 97469 03339 

(E): hiring@technisanct.com 

 

 

Technisanct Technologies Pvt Ltd is a big data cybersecurity startup headquartered in 

Bangalore and having its office in Cochin, Kerala. Into its fourth year of operation, Technisanct is 

on a mission to fight the issues of digital risks, cyberattacks and threat analysis using big data & 

AI.  We are backed by eminent institutions like Data Security Council of India, Nasscom, IIT 

Kanpur, India Accelerator, Kerala Startup Mission etc. through their various startup initiatives. 

(https://technisanct.com/). 

Job Description: 

Cyber Security Analyst (1 no.) - 3 years experience 

● Strong technical writing skills 

● Extensive analytical skills  

● Thorough understanding of cybersecurity principles 

● Ability to work independently and build relationships 

● Efficient research methodologies 

● Experience in OSINT Tools  

● Understanding of non-conventional Threat Sources in Dark and Deep Web  

● Developing analytical threat models 

● Coordinating with the threat study teams and offering all necessary functional guidance to 

avoid any malicious activities 

● Experience in incident response and investigations 

● Support the team with research and source analysis 

● Develop analytical products using enterprise and all-source intelligence 

● Conduct malware analysis and provide indicators for defensive measures 

● Reverse engineer attacker encoding protocols 

● Understand the attack signatures and techniques 

● Perform network traffic analysis by using raw packet data, net flow, and IDS as it relates 

to cyber security and communication networks 

● Must develop a custom signature and assess threat data from different sources 

● Provide technical assistance to corporate representatives related to proposal 

development 

● Must have an in-depth understanding of the concepts and threat forces 

● Good working knowledge of advanced threat analysis technology in subjects such as 

telecommunications, computer science, and other is an added advantage 

● Take charge of the collection methods, production resources and responsibilities 

● Should have the necessary skills to take care of the highly classified information 

● Responsible for managing the security of enterprise-wide networks 

● Offer all the necessary support to cyber security initiative through predictive and reactive 

analysis 

● Coordinate the resources and provide timely and complete resolutions 
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